# xshell 使用ssh登陆服务器失败

提示 access denied

查看配置文件/etc/ssh/sshd\_config

UsePAM yes

改为no后登陆成功

如要配置成yes 检查是否有配置文件

/etc/pam.d/sshd

没有的话会导致无法登陆，创建配置文件vim /etc/pam.d/sshd

加入以下内容

|  |
| --- |
| #%PAM-1.0  auth required pam\_sepermit.so  auth substack password-auth  auth include postlogin  # Used with polkit to reauthorize users in remote sessions  -auth optional pam\_reauthorize.so prepare  account required pam\_nologin.so  account include password-auth  password include password-auth  # pam\_selinux.so close should be the first session rule  session required pam\_selinux.so close  session required pam\_loginuid.so  # pam\_selinux.so open should only be followed by sessions to be executed in the user context  session required pam\_selinux.so open env\_params  session required pam\_namespace.so  session optional pam\_keyinit.so force revoke  session include password-auth  session include postlogin  # Used with polkit to reauthorize users in remote sessions  -session optional pam\_reauthorize.so prepare |